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Cyber Security Educational Courses Professional Sessions

ABOUT US DESCRIPTION v
We offer Cyber Security and Web Application Hacking and Security has challenges derived
Information Security training and from the engaging iLab environments of EC Council - from
Certification in Delhi for Cyber Certified Ethical Hacker (CEH) to the Certified Penetration Testing
Security and Information Professional (CPENT); from Certified Application Security Engineer
Technology aspirants. Since Decade, (CASE) .Net to Java. But Web Application Hacking and Security
we have been in the Information goes beyond this to more challenging scenarios as you advance
Technology and Cybersecurity through each problem.

industry. You can learn more about
cybersecurity,  Techniques, and
Tools to choose a better career path.

Duration - 80 to Language - Mode -
100 Hrs Hindi & English  Online & Offline
BENEFITS v

1.Basic to Advanced Courses

2.Interview Cracking and Proposal-Making Sessions
3.Transparent Syllabus

4.Career-Oriented Courses and Certifications
5.International Accreditation

\

Cyber Security
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Cyber Security Educational Courses Professional Sessions

EC-COUNCIL WAHS COURSE MODULE

Module 01: Advanced Web Application
Penetration Testing

Module 02: Advanced SQL Injection
(sai)

Module 03: Reflected, Stored, and DOM-
based Cross-Site

Module 04: Scripting (XSS)

Module 05: Cross-Site Request Forgery
(CSRF) - GET and

Module 06 POST Methods

Module 07: Server-Side Request Forgery
(SSRF)

Module 08: Security Misconfigurations
Module 9: Directory Browsing/
Bruteforcing

Module 10: CMS Vulnerability Scanning
Module 11: Network Scanning

Module 12: Auth Bypass

Module 13: Web App Enumeration
Module 14: Dictionary Attack

Module 15: Insecure Direct Object
Reference Prevention

Module 16: (IDOR)

Module 17: Broken Access Control
Module 18: Local File Inclusion (LFI)
Module 19: Remote File Inclusion
(RFI)

Module 20: Arbitrary File Download
Module 21: Arbitrary File Upload
Module 22: Using Components with
Known Vulnerabilities

Module 23: Command Injection
Module 24: Remote Code Execution
Module 25: File Tampering

Module 26: Privilege Escalation
Module 27: Log Poisoning

Module 28: Weak SSL Ciphers
Module 29: Cookie Modification
Module 30: Source Code Analysis
Module 31: HTTP Header
modification

Module 32: Session Fixation
Module 33: Clickjacking

CRAW SEGURITY

LEARN | RESEARCH | INNOVATE

PATNA ADDRESS

606, 6th floor, Verma Center,
Q Boring Road Crossing,
Patna, Bihar: 800001

SAKET ADDRESS

Q 1st Floor, Plot no. 4, Lane no. 2, Kehar Singh Estate, Westend Marg,
Behind Saket Metro Station, Saidulajab New Delhi - 110030

€% www.crawpatna.in . +919973791666
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